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     	Building a standard for cloud signatures
A new industry consortium to pioneer open digital signatures for mobile and the web.
#OpenSignature

















 eIDAS and beyond




 New regulations like eIDAS – European Union’s new Regulation on Identification and Trust Services – are setting rigorous requirements for secure signatures, in a way that is expected to influence the entire global industry. 









The Cloud Signature Consortium aims to make it simple for EU businesses and governments to successfully comply with this new regulation. The vision is to create a single digital market, across Europe and the globe.















The Consortium




The Cloud Signature Consortium is a global group of industry, government, and academic organizations committed to driving standardization of highly secure and compliant digital signatures in the cloud.




Inspired by the rigorous requirements of the European Union’s Regulation on Identification and Trust Services (eIDAS), our common technical specification helps ease solution interoperability, streamlines compliance with e-signature regulations, and opens the market for uniform adoption of cloud-based digital signatures around  the world.





































Changing the digital signature landscape




By simplifying and streamlining digital signing experiences, the Cloud Signature Consortium specification will have a remarkable impact on the cloud signature landscape. Here is what we intend to achieve.



























 Secure transactions, on the go 




 Our technical specification enables secure signing transactions through web browsers and mobile devices, from your desk or on the go! 












Cloud storage, no download




Recipients will be able to easily sign documents stored in the cloud with any device, without having to download them first.












 Simple certificate ownership 




No complex renewal procedures, no risk of token loss or theft: keys and certificates will be fully managed by Trust Service Providers in the cloud.












Easy deployment for end users




 Easier, faster, better! No more smart cards or USB tokens. No more drivers to install. No more client platform dependencies. 




















 The Consortium members 




 The Cloud Signature Consortium is an international group of industry and academic experts, including solutions, technology, and trust service providers. 


















Paving the way for digital transformation




The new standard developed by the Cloud Signature Consortium will be critical to furthering digital transformation of business on a global scale, by giving everyone access to secure digital signature solutions, across a full range of cloud applications on mobile devices and the web. Once implemented, the technical standard will benefit processes where signer identification is critical, such as applying for a marriage or business license, social security benefits, or signing for a large loan.
















News







New CSC Board members and Committee leads have been appointed!
March 19, 2024
🌟 We are thrilled to share that some new Board members and Committee leads of the Cloud Signature Consortium have been appointed, consisting of professionals from 6 important trust services providers: 🔵 Jochen Felsner from D-Trust GmbH Internetservice as the new Secretary🔵 François Chassery from CERTINOMIS as the new Treasurer🔵 Guillaume Forget from Cryptomathic as the new Marketing Committee Chair🔵 Ionut Florea from certSIGN as the new Marketing Committee […]

CSC Tokyo Summit: Trust Without Borders
February 29, 2024
Date: May 29, 2024 | Time: 10:00 am – 4:00 pm The CSC Trust Without Borders Summit in Tokyo brings together government representatives, regulators, policymakers, industry leaders, and business experts for insightful discussions about the role of digital trust and identity in our globally connected society. Convened by the Cloud Signature Consortium, this event is […]

Cloud Signature Consortium welcomes new Executive Member Namirial
November 29, 2023
(BRUSSELS / SENIGALLIA) – November 29, 2023 – Namirial S.p.A. (“Namirial”), a global leader in digital trust software and services has joined the Cloud Signature Consortium VZW (Cloud Consortium, CSC), a nonprofit association of industry, government, and academic organizations with more than 70 members focussing on cloud-based electronic signatures and seals. Viky Manaila, President of […]
















 Cooperation is the key to success 




 Hear the voices of the Consortium members, industry leaders which are working together to develop an open standard that will bring the world’s most secure form of electronic signing to the over seven billion mobile devices around the globe. 





            

                "We embrace open standards"  
Adobe has a history of pioneering and advancing industry standards like PDF. We embrace open standards and, where none exist, we help create them. We are proud to advance an open standard for cloud-based digital signatures.

Bryan Lamkin
Executive Vice President and General Manager of Digital Media, Adobe





            

                "A milestone of the new era"  
Finally, after a decade of proprietary projects, Cloud Signature is entering a new phase of maturity that will significantly extend its use. Intesi Group is very pleased to be part of this initiative, a milestone of the new era.

Fernando Catullo
CEO, Intesi Group





            

                "Simple and secure"  
Cloud signature will make digital signatures as simple as handwritten ones, while providing the same security as a smartcard device. Certinomis is very proud to contribute to this essential seek for interoperability.

François Chassery
Chief Marketing Officer, Certinomis





            

                "Towards interoperability"  
InfoCert is a proud promoter of the Cloud Signature Consortium as we believe interoperability is fundamental for a wider adoption of trust solutions, which are the key enabler of any business digital transformation.

Danilo Cattaneo
CEO, InfoCert





            

                "Moving forward"  
With more than six billion digital and electronic signature transactions processed every year through Adobe Sign and Adobe Document Cloud, we are focused on moving the signature industry forward.

Bryan Lamkin
Executive Vice President and General Manager of Digital Media, Adobe





            

                "A new global standard"  
Universign is proud to be a key player of this major initiative, that we believe has to chance to become a global standard for cloud-based digital signatures and make secure transaction available on cloud applications and mobile devices.

Julien Stern
CEO, Universign


























        Get in touch with the Cloud Signature Consortium. We value your input and feedback!



                    Contact us now
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